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Enterprise 
Mobility 
+ Security 

Azure Active 
Directory  

• Risk based conditional 
access

• Advanced security 
reports

• Single sign-on for all 
apps 

• Advanced MFA

• Dynamic Groups, Group 
based licensing 
assignment

• Privileged identity 
management

Identity and access 
management

Cloud App Security

• Visibility and control 
for all cloud apps

Advanced Threat 
Analytics

• Identify advanced 
threats in on premises 
identities

Identity-driven 
security

Intune 

• Mobile app 
management 

• Users self-service 
management

• Certificate 
provisioning

• PC management

Azure Information 
Protection

• Automated intelligent 
classification and 
labeling of data

• Tracking and 
notifications for 
shared documents

• Protection for on-
premises Windows 
Server file shares

Information 
protection

Managed mobile 
productivity
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The most trusted platform

Enterprise Data Protection
Prevent accidental leaks by separating 
personal and business data

Windows Hello for Business
Enterprise grade biometric and companion 
device login

Credential Guard
Protects user access tokens in a hardware-
isolated container

AppLocker
Block unwanted and inappropriate    apps 
from running

Device Guard
Device locked down to only run fully trusted 
apps

Advanced Threat Protection
Behavior-based, attack detection
Built-in threat intelligence 
Forensic investigation and mitigation

Built into Windows

More personal

User Experience Virtualization  (UX-V)
OS and app settings synchronized across 
Windows instances

Granular UX Control
Enterprise control over user experience 

More productive

Azure Active Directory Join
Streamline IT process by harnessing the 
power of the cloud

MDM enablement
Manage all of your devices with the 
simplicity of MDM

Windows Store for Business,       Private 
Catalog
Create a curated store experience for 
employee self-service

Application Virtualization (App-V)
Simplify app delivery and management

Cortana Management
Create, personalize, and manage Cortana 
profiles through Azure Active Directory

Windows 10 for Industry Devices
Turn any inexpensive, off-the-shelf device, 
into an embedded, handheld, or kiosk 
experience

The most versatile devices
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PSTN Conferencing: 
Worldwide dial-in for your online 
meetings

Cloud PBX: 
Business phone system in the cloud

PSTN Calling: 
Cost effective cloud based dial tone
(add-on)

Power BI Pro: 
Live business analytics and 
visualization 

Delve Analytics: 
Individual and team effectiveness

Advanced Threat Protection: 
Zero-day threat and malware 
protection

Advanced Security Management: 
Enhanced visibility and control

Customer Lockbox: 
Enhanced customer data access 
controls

Advanced eDiscovery:
Identifying the relevant data 
quickly

Threat Intelligence:
Access Security Graph Information

Advanced Governance

SECURITY

Advanced Enterprise 

Protection

VOICE

Complete Cloud 

Communication

ANALYTICS

Insights for Everyone

Exchange : 
Business-class email & Calendar

OneDrive: 
Cloud Storage and file sharing

SharePoint: 
Team sites & internal portals

Skype for Business: 
Online Meetings, IM, video chat

Yammer: 
Private social networking

Office Pro Plus:

Office apps on up to 5 PCs & Macs

Mobile Office Apps:

Office Apps for Tablet & 
Smartphones

APPS

Cloud Productivity & 

Mobility

SERVICES

Rich Communication and 

Collaboration

Office 365 E3

Office 365 E5

Office 365
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Microsoft

Intune

Mobile device and app management 
to protect corporate apps and data 
on any device.

Managed Mobile Productivity

Microsoft Advanced Threat 

Analytics

Identify suspicious activities & 
advanced attacks on premises. 

Microsoft 

Cloud App Security

Bring enterprise-grade visibility, 
control, and protection to your cloud 
applications.

Identity Driven SecurityIdentity and access management

Azure Active Directory 

Premium P1

Single sign-on to cloud and on-
premises applications. Basic 
conditional access security

Azure Active Directory 

Premium P2

Advanced risk based identity 
protection with alerts, analysis, & 
remediation.

Azure Information 

Protection Premium P1

Encryption for all files and storage 
locations.  Cloud based file tracking

Existing Azure RMS capabilities

Information Protection

Azure Information 

Protection Premium P2

Intelligent classification, & 
encryption for files shared inside & 
outside your organization

Secure Islands acquisition
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Intune Demo



System Center User Group
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