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Today’s focus 
Microsoft 365 powered devices
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 Office 365 Enterprise Mobility + 
Security 

Windows 10 

“A complete, intelligent, secure solution to empower employees”

Unlocks 

creativity

Built for 

teamwork

Integrated

for simplicity

Intelligent 

security 



FUTURE

CURRENT
• Complex & 

inaccessible

• Enterprise only value 
prop

• Wipe & Reload

• Additional Tools e.g SCCM

• PC specific

• Complex

• Win32 Apps

• Complex

• High labor

• Assess readiness before 
update

• Manual

• High Labor

• Streamlined and 
accessible to all orgs

• User based licensing & 
management

• Customized offerings

• Zero touch deployment 
(Apps, OS)

• Personalized to org and persons

• Asset Management

• Single Platform for PC & 
Mobile devices

• Hands-free device security & 
management

• Apps delivered 
by Store

• Hands-free

• Fast 

• Shared across Windows 
& Office

• Analytics intelligence 
drives support

• Self sufficiency

• Community / Peers
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S E T T I N G S P O L I C I E S

O F F I C E  &
A P P S D R I V E R S

1.  Build & maintain 

custom image, gathering 

everything else that’s 

necessary to deploy

2.  Wipe original OEM 

Windows image and 

replace with custom image

Time

Money





Paths to Modern Management 



Co-Management Architecture With ConfigMgr and Intune 

Windows 7/8.x

Windows 10
AD Domain-joined  &

AAD Joined

Mobile devices Intune

ConfigMgr console

Azure portal

ConfigMgr
Site Servers



ConfigMgr agent 

AD Domain Joined

ConfigMgr agent

AD Domain Joined 

AAD Joined

ConfigMgr agent

Intune MDM 

AD Domain Joined

AAD Joined

AutoPilot

Intune MDM

AD Domain Joined

AAD Joined

ConfigMgr agent

Intune MDM 

AD Domain Joined

AAD Joined

Existing ConfigMgr managed devices

New devices





AD/AAD 

connect

Adopt Windows 10

Adopt Office 365/ProPlus

Imaging to Signature Image

1/2020

GPO to MDM Policy

Kerberos to Modern Auth

Win32 to Modern Apps

ConfigMgr Content Delivery to Cloud Content Delivery 

Today

WSUS to WUfB

Adopt & Connect Transition to Modern

Modernizing with a co-management bridge
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Ship
Deliver direct to Employee

Windows AutoPilot

Self 

Deploy

OEM, Reseller

▪ See it as Microsoft’s version of 
Apple DEP program 

▪ Device ID needs to be pre-
enrolled (unknown computer 
scenario doesn’t work)

▪ Joins Azure AD, Intune 
registration, deploys packages 
etc. automatically 







Continue in English?

English 

Next

Would you like to continue in English?



United Arab Emirates

United Kingdom

United States

Let’s start with region. Is this right?

Yes



Is this the right keyboard layout?

Swedish

Norwegian 

Danish

United States-International QWERTY

Albanian QWERTZ

Yes



SkipAdd layout

Want to add a second keyboard layout?



Skip for now

Network4

Open

SLUTA KLAMPA I GOLVET

Secured

Eduroam

Connect

Connect automatically

HHonors

Secured

Let’s connect you to a network



SLUTA KLAMPA I GOLVET

Secured

Eduroam

Enter the network security key

Cancel

You can also connect by pushing the on the 
router.

Enter your password

Skip for now



SLUTA KLAMPA I GOLVET

Secured

Eduroam

Cancel

Enter the network security key

Next

You can also connect by pushing the on the 
router.

Enter your password

Skip for now

……….



Great, you’re connected!

Network4

Open

SLUTA KLAMPA I GOLVET

Secured

Eduroam

Properties

HHonors

Secured

Skip for now

Disconnect



Alright, you’re connected. Just a moment…



Now we’ll check for any updates…



Next

johan.dahlbom@accenture.com

Sign in with sunet.se

This device is registered to sunet.se. Enter your sunet.se email address

Change account



Just a moment…



We’re getting everything ready for you.  



This might take several minutes





Setting up your device for work

Security

Applying security policies (1 of 1)

Encrypting hard drive to keep your data safe

Leave everything to us. (Don’t turn off this device.)

Adding network connections (1 of 1)

Adding SUNET WiFi network

Applications

Installed application 0 of 18
Installing applications (1 of 1)

Installing SUNET DLP Package

Security setup complete

Network setup complete

Application installation complete
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Hardware Vendor

Windows AutoPilot Service

Upload

Device IDs

Configure 
AutoPilot  Profile

Employee unboxes 
device, self-deploys

Ship Deliver direct to Employee

Self 

Deploy

IT Admin

Device IDs
Harvest Device IDs

Existing Devices
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1/2020
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Check out the 1703 MDM security 
baselines here:

https://aka.ms/mdm1703baselines

MDM

Security 
Baselines

https://aka.ms/mdm1703baselines


https://docs.microsoft.com/en-us/intune/whats-new

https://docs.microsoft.com/en-us/intune/whats-new
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Traditional IT

Multiple Devices

User and Business Owned

Cloud Managed & SaaS Apps

Automated

Proactive

Self-Service

Modern IT

Single Device

Business Owned

Corporate Network & Legacy Apps

Manual

Reactive

High-touch





Feature gaps  Windows 7
The monolithic 

"One Day" problem

Partner and home 

grown solutions 


