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about_me - Stefan Schörling
 Chief Technology Officer - Lumagate

 IT Industry Since 1999 – Private-, Public-, Consulting Sector

 Microsoft Certified Trainer since 2007

 Microsoft Most Valuable Professional since 2008

 Specialties
 Infrastructure

 Security

 Client and Enterprise Management

@stefanschorling

www.azuredojo.com

stefan.schorling@lumagate.com

073-396 46 11

mailto:stefan.schorling@lumagate.com
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about_me - Nickolaj Andersen

 Principal Consultant – Lumagate

 IT Industry Since 2008 – Private and Consulting

 Microsoft Most Valuable Professional since 2016

 PowerShell.org Hero 2015

 Specialties
 Client and Enterprise Management

 Mobile Device Management

 PowerShell / C#

@NickolajA

www.scconfigmgr.com

nickolaj.andersen@lumagate.com

072-200 45 01

http://www.scconfigmgr.com/
mailto:nickolaj.andersen@lumagate.com
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System Center User Group

https://www.facebook.com/groups/241438124169/

www.scug.se

https://www.facebook.com/groups/241438124169/
http://www.scug.se/


1511 1602 1606

Winter 2015 2016

Product version Release vehicle Availability Windows 10 features 

supported

Support Windows servicing 

model supported

System Center 
Configuration Manager

Current Branch
In market for 10+ 
months, 4 releases 
(1610 the latest)

New features, security 
updates, and bug fixes 

Can defer updates 
for up to 12 months 
before you must 
deploy updates to 
maintain support

Windows 10 Current 
Branch, Current Branch 
for Business, and Long 
Term Servicing Branch

1610



1511

Product version Release vehicle Availability Windows 10 features 

supported

Support Windows servicing 

model supported

System Center 
Configuration Manager

Technical 
Preview

Monthly releases (1610
TP the latest) 

New features, security 
updates, and bug fixes 

Can defer updates 
for up to 3 months,
expires after that 
(reinstall)

Windows 10 Current 
Branch, Current Branch 
for Business, and Long 
Term Servicing Branch

1512 1601 1602 1603 1604 1605 1607 1606 1608 1609 1610



We Drive Business Evolution Forward

Previously released in Current Branch

1606

Windows store for Business Integration (pre-release)

OMS Connector (pre-release)

Windows 10 1607 WIP policies

Support for cache size in Client Settings

Software Center improvements

Client setting to manage the Office 365 client agent

Manually switch clients to a new software update point

Restart options for Windows 10 clients after software update installation

Improvements to the Install Software Updates task sequence step

OSDPreserveDriveLetter task sequence variable has been deprecated

Customize the RamDisk TFTP window size for PXE-enabled distribution points

Smart Lock setting for Android devices

iOS Activation Lock

Windows Defender Advanced Threat Protection

Predeclare devices with IMEI or iOS serial numbers

Configuration Manager Current Branch (version 1602) Configuration Manager Current Branch (version 1606)

• In-place upgrade the operating system of site servers that run 

Windows Server 2008 R2

• SQL Server AlwaysOn availability groups support for site database

• Windows 10 servicing improvements

• iOS app configuration policies

• Manage volume-purchased iOS apps (Apple VPP)

• Manage Office 365 client updates

• Compliance settings for devices running Windows 10 team

• Kiosk mode settings for Android Samsung KNOX Standard devices

• Restricting access based on device Health Attestation status

• Client online status

• Refresh PC machine and user policy from Software Center

• Improvements to Endpoint Protection antimalware settings

• iOS Activation Lock

• Monitor terms and conditions deployments

• Windows store for Business Integration (pre-release)

• OMS Connector (pre-release)

• Windows 10 1607 WIP policies

• Support for cache size in Client Settings

• Software Center improvements

• Client setting to manage the Office 365 client agent

• Manually switch clients to a new software update point

• Restart options for Windows 10 clients after software update installation

• Improvements to the Install Software Updates task sequence step

• OSDPreserveDriveLetter task sequence variable has been deprecated

• Customize the RamDisk TFTP window size for PXE-enabled distribution 

points

• Smart Lock setting for Android devices

• iOS Activation Lock

• Windows Defender Advanced Threat Protection

• Predeclare devices with IMEI or iOS serial numbers
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Pre-release features in Current Branch



Improvements

Configuration Manager Current Branch (1610)
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What’s new in Current Branch

Configuration Manager Current Branch (version 1610)

• In-console monitoring of update installation status

• Exclude clients from automatic upgrade

• Improvements for boundary groups

• Peer Cache for content distribution to clients

• Migrate multiple shared distribution points at the same time

• Cloud management gateway for managing Internet-based clients

• Improvements to the Windows 10 Edition Upgrade Policy

• Manage hardware identifiers

• Enhancements to Windows Store for Business integration with 

Configuration Manager

• Policy sync for Intune-enrolled devices

• Use compliance settings to configure Windows Defender settings

• General improvements to Software Center

• Users can now request apps from Software Center, as well as the 

Application Catalog

• Improvements to help users understand what software is new 

and relevant

• Customizable Branding for Software Center Dialogs

• Enforcement grace period for required application and software update 

deployments

• Improved functionality for required software dialogs

• Snooze and remind me option now allows for Later and Fixed 

time

• Software Updates compliance dashboard

• Improvements to the application request process with subsequently 

deny capability

• Filter by content size in automatic deployment rules

• Office 365 Client Management dashboard

• Task sequence steps to manage BIOS to UEFI conversion

• Improvements to the Prepare ConfigMgr Client for Capture task 

sequence step

• Lookout integration for Hybrid implementations to protect iOS and 

Android devices
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Boundary Group improvements
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Demo
Boundary Groups
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Software Center improvements
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Demo
Software Center Improvements
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Upgrade Analytics

https://docs.microsoft.com/en-us/sccm/core/clients/manage/upgrade/upgrade-analytics
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Demo
Upgrade Analytics



AD CA

Windows 

Update



Dashboard mania

Configuration Manager Current Branch (1610)
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Windows 10 Servicing
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Windows Defender ATP
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Software Updates Dashboard
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Microsoft Intune
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What’s new in Microsoft Intune

https://docs.microsoft.com/en-us/intune/whats-new/whats-new-in-microsoft-intune

https://docs.microsoft.com/en-us/intune/whats-new/whats-new-in-microsoft-intune
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Demo
Software Center Improvements



• Intune Mobile App Management policies

• Independent of any MDM solution

• Supported scenarios:

• Enrolled in Microsoft Intune

• Enrolled in a third-party MDM solution

• Not enrolled in any MDM solution

• Applies to company data, personal data is not touched

• App level protection on managed and unmanaged devices

• Supported on iOS 8.1 or later and Android 4 or later



MAM enabled 

app launch

User 

authentication

Check if MAM 

policy exists

App launches 

with policy

Restrictions 

applied
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Android for Work

Enhanced device management settings
◦ Manage a work profile on the device

◦ Enforce complex PIN policy

App management improvements
◦ Unified app install experience for all app types

◦ Push deploy Play Store apps

◦ Managed app configuration

Security improvements
◦ Installation from unknown sources no longer required

Mandatory device encryption

Coming soon
◦ https://blogs.technet.microsoft.com/enterprisemobility/2016/09/12/microsoft-intune-support-for-

android-for-work/

https://blogs.technet.microsoft.com/enterprisemobility/2016/09/12/microsoft-intune-support-for-android-for-work/
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Demo
ConfigMgr Technical Preview hydration


